Jo © ijjl.. Jfﬁiﬂ

Tol

JUNHE

20203 H 27 H

15 LRI Fo R L3 1FE P s )al R
(8 EZEFEARNMNERZEAEY BITRERXR KA

2020 4£ 3 H 6 H, & E(E B o EbrEb AR Z
e (LUNFRIRR “ABRZ™) KA T I B R b
(NME R ZEIEY CUBRIMTEY ) B 1EIT
A (GB/T 35273-2020) . H ({54 HMiE) 2018 4F
5 AARLIK, PIENEA T4 HETRE. FRE L
(W28 224y ARFEMBAT R T, WMAER
TRP AR LR LU - (5 Ve ) R 2 1%
PSS AN AL HEAE TR AR AL T AT B R A SE R U
1651, &% ARAFBURIETEIN S %

ikl (52 NE) KRR RN I 25 A Py L
(I AR 2 R ) FLREAT [l N, R [R]I S Ik HH BIE AT 3l
FHLE RIS DURRHhR (E 2 M) &
T SHIE A AT R E R4S .

. “BRAR” KEXT RABERTAR

B (5 Y BT 7 “BRAA R 195 X
FUE “HFR” B RmE AR AT ot 52 4L
CHIBR R0, e 3 VA A AN 9 e Hh 4%

BCCRIBROR R0, FRER BOR R 3R 4t 17— 7

W RAE B B AR R R XN S ¥k 1B 5 1)
(SREAEZIX I, WA S S AT 547 Ayt
TTHNERE. (56367
2. ZIEIIRESHIIER FER

B (ELMIEY) h, BT 28 B NS B
i 5 N NA S AR 52 77 S B 5% B SR A 1Y
T T BEUEEN N B RNL S ThEE R E, TR2E 1R
HEIE N NAF B A2 A MR A NG B U

THR . AHXT R, NS B HE R AT A1 %
TIhREAAER A, FFOURE SN NG BTk
B AH FH R 2 ThRE BB RN AB B (f5
LY BB ERAN NG BRI AN ANEEE
PR A5 3 1 2 P 8GR H B0 55 T Bk 13 it
FAEA NAT B M0 5 56 DA BB s e Ml 45 Th g
J&, Azl S ThEE RN NS BIRER TG Bl (13
BHE, BRETASELAEMA TSR EE
RIGOEZFARUE, FEMARIERE L. GF 317 115
% 5.3 %)

3 W ANEYRRBE BRBEE. i H RAAHER T

BN B SR

DN LA 3T 4 SR I B rR R A N R R ) R
RSNV RS PE:L) I NE AT RN S il
BN NAEDRBNE SRR R 2R, B
VY I MNP

LR RSO I AR
PR B H R J7 sCRTE R, LA I
EESIAIE

o TEWCEEAN NAEYEGIE BRT, MEREUE B A
PR A 1R N BAR S B, JR7E “ 7
AR A 3RS

o MANAEMBNGEENS NN S 0SB0 T
it

o RN EANAR IR GG NG S CAE

A BBO, FERIU ] AR A
ARG SR EAE R R i EA%



AN N AR 45 2SI B A 0 B A B
17 IR D BE 72 R IR S N ZE R 45 20
SR . (5 5.4 5AIEE 6.3 1)

4 R R A P RR A

(EZHNE) 1G0T B A R £ A R
A ET, B, AR S NS B AR R
MEMIRA A SR SR . O, W, &M
RIFAREE 5RIR Bk, 58 FRIRE L
MAHRHI N FEML 548 BN Ahalk 55 S Al
AP EAR R, DMNEEERE ARARELAR EA
AN AR Bt BN FHEVEAT . AN, B
RS R R BRI, F mR B4 Y R 28
RERPPRFEDNNo (55 7.475)

5. FHHRAIAET 5 MRS

Wbl (fEZNE) R NG B 1R
BRSO R IR, R IR ftes F P ek
IR BAR ML R R T B, S N5 245
il 2 LG 2 XA PR A R s AN AR PE AL R 7S B Y
7, 7 ANEIERY] R 1 TR EGE A R R
AT 73 1) J8 s A A R s AT A R4 R 2 11
WA . RS RIS AR, NS B
i BRI S IE AR D AL R IR T . 7ESR
BB B AR SS AT, N B R
AT B BB MR A PR B I, (35 7.5
)

6. KIEHER

A NAE SR BB e 7 ) By A5
TEREIK P BT3RS AR B2 138 A 2T
GAETERH K (IR T B E AN S B S R
B T RE A S i H R AN 2 A NS
o ANNAR BRI B R B e R A
MG BB AT R AL (A B . B 2 RVE AN
i EEANDNEE, DAERIEHIE R AR
AT HENSHS . (5 8.5 1)

7 BRI

FEFhR (FZHFE) T, DMERIEHIEN S
MNE BALHEE AL 5 2 7 =4 NE R & 1E
Ui 2 A B A, A NAE BB E 1S

VET7 AAE 2411 )7 sUR BEAS N5 B, DS B
il 25 B R AN N A B AL B 1A 1E 5 15 1M 2%
AR PSS . RPN RO 28 1) 22 4 RS - AE
DERZIEEER R, G 9.271)

8 XL NG B H1 3 AR S =75 34 0

FERER

JFORI (5 2E) BoR, B NG RIEHE
B P I NME B 283k A NG Bk, A
N ERSSchiE-pVASEATROWNEPSE il K6 2030
R XU % B AR SH Y 24 SUSS FE R 5T BT
(fEZHIE) 2R A ZOREER 1, SRR NG
ISE it iIE 2 N AT N PSS s N AR i R R SIS RN
F SR B B, AN NS B R AR R
AN NS B E AT SR BT (5 9.6 7).

Wil (E M) IEESR, WERA NS 24
B AE L BUIRSS HRA B A R A NS B T RE
(ISR =J5 77 i B 55, HAS NS B2 3 A B
BTN AL EAN NME B IEHE, DG B iEHH]
B NSRS B AN =5 EH L. 1A
AN NAF 2 At o R o AR 55 eh 5 =0 SR
B AORIIC SR, JFEOR S =07 AT Ak 55 .
B (fFZHTE) FARMRE NG B HH RGeS
1T BB ER, HR A2 DR Uy R HEAE N i
IR FHNE =T5 IR UL 2l —
PEAz I BANEM . (55 9.7 31D

9. WEREHEER

B (5 ZREY RN NG BRI 5T AR
AHIKM TAERR AL ENR, JHE0 T EREIR
NG B 5 NRRIP AR M & —
ANH LB IS 100 /5 AN NE R, BUFETTHE
12 AW 100 A GEZ&2& 50 A 1)
NN B, B AT 10 75 NS NBURE B .
RS, B (E 2 05E) B 7 A NG B AR 15t
NIRRT HEAMNE B AR TAE TR
WL i EFEEFA KRB . FFRAMANGE BR4e
MUl . TFRAISCES . AT R &I IR 5K
Lo =g MRV S SAP N

10. RATHIMEE



FATARIEIR (ELHFEY WIS EREAS SN NE SR B S . Bk (F %0
NAZEMIEEFA RS S AR R FTAR (E 22 803E) Y1) P BAREDR T — B ] 2R B E S
PR Z BN, H AT N B BEMIRERARL 4 bV 55 AH S A AR A o DA S BURT LA B 07
SRR T BT R B . FATIONR A 173, ARt — .

e R S ke v R A (] ZR A A AN [R] S R A AR W A

# O AN HiE: 861085191718  HEFHHhAE: dongx@junhe.com
WO U Wi 861085537733 HEAHHuAE: yuang@junhe.com
HRA M T HiE: 861085408722  HEAEMbAEL: dongjj@junhe.com

AR SEAF R B R ASCRE TN BB A R & H IS 55 IR R s B . B £
WL, HOESRTER AR “wwwiunhe.com” BB AR AT CHAEEEE” /5T
“JUNHE_LegalUpdates”.



mailto:dongx@junhe.com
mailto:yuanq@junhe.com

JUNHE BULLETIN

On March 6, 2020, TC260 released an updated
version of the recommended national standard,
Personal Information Security Specification (“Pl
Specification”, (GB/T 35273-2020). Several
drafts have previously been released for public
consultation over the last two years, since the PI
Specification came in to effect in May 2018. The
general data protection requirements under the
PRC law, primarily the Cybersecurity Law,
remains at a high-level. The PI Specification
provides extensive and practical guidance for
complex data collection and processing
circumstances and has been frequently referred
to in litigation and government enforcement
actions.

The updated version of the PI specification has
tried to respond to a number of issues that have
arisen in practice in the last two years, and it also
reflects the attitude of regulators in enforcement
actions. Below are some of the key points of the
amendments and insertions into the update of the
P1 specification.

1. The Definition of Consent has been
Expanded to Include Implied Consent
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The definition of consent has been amended and
provides that consent may be given by actions
(explicit consent), or negative actions (implied
consent). An example is provided that if an
information subject is informed that they will be
videotaped in certain areas and still remains in
those areas, it will be deemed that they have
given authorization for such recording. (Section
3.6)

2. Separate Consent for Multiple Functions

A new provision has been inserted which prohibits
the data controller to force a personal information
subject to accept all the functions provided by the
product or service, and the corresponding request
for collecting personal information, where the
product or service provides various functions that
requires the collection of personal information.
Accordingly, the data controller is required to
provide separate consent procedures for each of
the multiple functions provided and to only collect
the personal information directly related to the
specific function consented to by the personal
information subject. It further requires that the
data controller provides convenient measures for



the personal information subject to close or exit
from the consented function, and halt the
collection of personal information if the choice has
been made by the personal information subject to
close or exit such a function (Section 3.17, 5.3).
In connection with such consent requirement, it is
notable that TC260 published a specific national
standard to solicit public comment in January this
year.

3. Stricter Requirements on the Collection,
Usage and Storage of Personal Biometric
Information

In response to the wide concerns of adopting
facial recognition technology in recent years, the
Pl Specification incorporates some specific
requirements for data collectors if they are to
collect such information, including:

* Personal information subjects should
be separately informed of the purpose,
method, and scope of the collection and
usage of personal biometric information and
the relevant rules such as storage time;

* Explicit  consent from the personal
information subject should be obtained
before collecting any personal biometric
information, and such consent should be
specific, clear and obtained on a “fully
informed” basis;

e The personal biometric  information
should be stored separately from the
personal identity information;

* In principle, theraw dataof personal
biometric information (such as samples,
images) should not be stored and some
examples of measures to take include storing
only summary information, or collecting only
personal biometric information for identity
confirmation purposes at a terminal, or

deleting the relevant original image after

identity recognition. (Section 5.4, 6.3)
4. Limitations on User Profiling

A specific section has been inserted that provides
restrictions on user profiling, for example, the
features used to describe a personal information
subject should not contain any tags relating to
obscenity, gambling or violence, and information
relating to discrimination based on nationality,
race, religion, disability or disease. @ When
employing user profiling during operations or in
commercial cooperation, the data controller
should not infringe on the legitimate rights and
interests of citizens, legal persons and other
organizations, or carry out illegal actions.
Furthermore, the use of profiling information
should avoid correlating the identity of a personal
information  subject, except when strictly
necessary. (Section 7.4)

5. Distinguishable and Controllable

Personalized Displays

Provisions are included that require data
controllers to make information subjects aware
and provides an option to choose personalized
and non-personalized displays. For example,
data controllers are required to distinguish
personalized displays and non-personalized
displays by marking “customized content” or
providing personalized and non-personalized
content in different columns and pages. In the
process of providing e-commerce services, data
controllers need to provide an option for
consumers to choose non-personalized displays.
In the process of providing news information
services, data controllers need to provide a
straightforward option to opt-out of personalized
displays. (Section 7.5)

6. Account De-Registration Procedures

Data controllers are required to provide a simple
and convenient de-registration option for users.



In particular, data controllers must avoid
unreasonable conditions or procedures during the
de-registration process and avoid collecting
unnecessary information for the purpose of
verifying the identity of users. Data controllers
should also delete or anonymize information if the
relevant individual chooses to deregister their
accounts, and even if such information needs to
be retained according to the law, it should not be
used in the course of daily operations. (Section
8.5)

7. Data Processing Agreement

Under the new PI Specification, a data controller
needs to enter into a comprehensive data
processing agreement with its processor or other
data sharing partners, so that when a
processor/partner fails to properly process data,
the data controller is entitled to require the
processor/partner to stop the relevant activities,
take remedial measures, and mitigate security
risks and the data controller may terminate the
cooperation when necessary. (Section 9.2)

8. Stringent Requirements regarding Co-
controllers and other Third Parties with
Plug-ins

In addition to the original requirement that if a data
controller will share a user’s personal information
with a co-controller, the data controller should
enter into an agreement with the co-controller to
specify the security obligations and liabilities of
each party, the new Pl Specification provides that
in the case of failing to disclose the third party’
identify, the data controller will be liable for the
activities of the co-controller. (Section 9.6)

The new Pl Specification further separately
provides that if a data controller embeds a third
party product or service which will collect personal
information into its own products or services, and
the data controller and such a third party are not
co-controllers, the data controller is required to

establish a relevant administration mechanism,
enter into an agreement with such third party,
disclose to the information subjects that the
relevant product or service is provided by a third
party, maintain relevant records, and require that
the third party fulfills its legal obligations.
However, it is not entirely clear whether and how
the data controller will be held responsible if it fails
to follow such requirements. It is neither
completely clear in what circumstance a third
party will deemed as a controller. (Section 9.7)

9. Some Internal Administration

Requirements

The new PI Specification sets out that personal
information protection officer should have
relevant work experience and expertise, and
amends the following two criteria for the
requirement of appointing a personal information
protection officer and department: if an entity
processes more than one million pieces of
personal information, or estimates that it will
process more than one million pieces of personal
information in 12 months (which was half a million
in previous version), or adds a new criteria for an
entity processes more than 100,000 pieces of
personal  sensitive  information. The
responsibilities of the DPO is also further
supplemented to include setting up a relevant
working plan and urge its implementation,
establishing and updating relevant policies,
conducting  personal information  impact
assessments, arranging relevant training,
conducting security audits and communicating
with the relevant authorities.

10. Our Observations

We believe that the amendment to the PI
Specification may have an impact on the
operation and privacy practices of enterprises in
China. There are still a number of minor changes
in the PI Specification that need to be taken into
consideration when formulating internal rules and



privacy policies. We believe the changes are in
response to the challenges of the collection and
usage of personal information in various channels
and through different types of technologies
currently in practice. It remains to be seen how

Marissa DONG Partner
Lena YUAN Associate
Junjie DONG Associate

This document is provided for and only for the purposes of information sharing.  Nothing contained in this document constitutes any legal
advice or opinion of JunHe Law Offices. For more information, please visit our official website at www.junhe.com or our WeChat public

account “F & # 118/ WeChat account “JUNHE_LegalUpdates”.

much of the detailed requirements in the PI
Specification will subsequently be included in
laws and regulations and also be reflected in
enforcement actions by government agencies,
especially on online operations.
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